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When it comes to information security, it's no Longer 'if,' but 'when.' In the very present risk of enterprise
vulnerability, it has never been more necessary for leaders to exhibit adaptability and resilience. Being forced

to make quick decisions with high levels of uncertainty requires the latest knowledge in the industry’s
leading technologies.
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The CISO Vision Summit is an executive-level private gathering that provides a platform for the nation's
greatest IT security thinkers to collaborate on current industry challenges and trends. Join an elite group of

executives to develop, implement and capitalize on innovation through keynotes, fireside chats, panels and
innovation roundtable engagements. Leave equipped with the knowledge of a community as collaboration

is our strongest asset in the war against cyber crime.

Click Here to Register

March 16, 2021

Central Standard Time (CST)

Welcome by C-Vision International

CHAIR
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Digital
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8:20 AM-8:25 AM

KEYNOTE
Guarding the Doors: Navigating 3rd Party Risk
It is not a matter of if, but a matter of when. Organizations, more and more, are outsourcing business activities to 3rd-parties because of
cost-savings, revenue opportunities, expertise, etc. Thus collaborating with our business partners early to select the right 3rd-party
vendor(s) with the appropriate security posture is essential, especially for vendors hosting, processing, and/or transmitting
sensitive/regulatory information, or having access to our IT assets.
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8:25 AM-8:55 AM

KEYNOTE
What’s AI Doing for You?

9:00 AM-9:30 AM
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Often, the terms "Artificial Intelligence" and "Advanced Machine Learning" are thought of interchangeably and while there is a
relationship between AI and AML, to say they are the same thing is an oversimplification and misclassification. Rather the one begets the
other with AI being the basic principle upon which AML is developed. As AI begins to mature and migrate away from purely advanced
mathematical operations into decision making paradigms, AML steps forward as the predictive ability of machines to process vast
quantities of data for the purposes of making decisions in ways that first mimic, but ultimately surpass (in terms of speed at the very
least) those of humans. As data and analytics becomes foundational to the way every business operates, AI and AML will become
foundational capabilities.

PANELISTS

Larry Quinlan

VISION KEYNOTE PANEL
Technology Supply Chain
Many large enterprises in today’s fiercely competitive climate look toward optimizing its supply chain to increase business scale and
agility. By harnessing a combination of technologies like artificial intelligence, machine learning, and predictive analytics, companies can
automate and create new customer experiences that increase satisfaction and boost sales. Gaps remain in supply chain cyber security
even as digitalization accelerates. By doing so, companies are left vulnerable to the growing risk of a cyber-attack. There are no shortage
of stories illustrating the dangers of lax cyber security, with the biggest attacks able to utterly paralyze an operation and cause millions in
losses. Despite this obvious danger, efforts to improve cyber security are progressing slowly. Future risks to the supply chain will involve
software, cloud-based infrastructures, and hyper-converged products, rather than simply hardware. Even after many years of
experience, capable CISOs find they may not be equipped to overcome the cybersecurity concerns that arise from building control
contractors.
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9:35 AM-10:30 AM

FIRESIDE CHAT
The Greatest Fears?
The biggest fear is not the technology, it is the mistakes made by the people using the technology that could potentially lead to a
cyberattack. The majority of CIOs & CISOs agree that an employee carelessly falling victim to a phishing scam is the most likely cause of a
security breach. Most also agree that they will not be able to reduce the level of employee disregard for information security. How do we
guard against human error without limiting employee efficiency and productivity?

10:35 AM-11:30 AM
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Open Network 11:35 AM-12:05 PM

KEYNOTE
Patch Management and Endpoint Protection
In today’s digitally connected world, there is a good chance your information has been exposed at some point. Last year, we saw major
data breaches from companies across several industries because of ransomware attacks. Ransomware attacks and zero-day exploits
have greatly stressed the importance of patch management, endpoint protection or Next-Gen Antivirus (NGAV) to all information
security professionals. At a time when cybercriminals are constantly seeking weaknesses in firmware and applications, patching is
increasingly crucial. Conclusively establishing your patch management process and having an endpoint protection product should be a
high priority.

12:10 PM-12:40 PM

VISION KEYNOTE PANEL
Filling the Talent Void
Information Security is a white-hot field. Over the last decade, it has gone from after-thought, to scapegoat, to critical enterprise success
factor. As a result, the need for capable and qualified Information Security specialists, whether front-line Analysts, mid-level Managers, or
top level CISOs is at an all-time high. However, the availability of personnel with the necessary skills is sinking to an all-time low. There
simply is not enough expertise to go around. In this environment, senior Information Security leaders must express creativity in their
pursuit of the people, performance, and passion necessary to address this capability shortfall.
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12:45 PM-1:40 PM
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PARTNERS
We are currently accepting partnership opportunities for this event.
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