
The secret to ISTARI’s 
innovative approach 
is addressing cyber 
challenges via a 
combination of 
advisory, portfolio 
company innovation, 
and education.

Advisor
As advisors, we aim to navigate your 
business on its journey towards cyber 
resilience. ISTARI’s advisory team was 
founded by classically trained top-tier 
consultants from the Big 4 and other 
esteemed firms.  

Investor
We were founded by Temasek via a $2 
bn investment in 2019. To date, we have 
invested approximately $1bn, with another 
$1bn remaining to commit. By partnering 
with key VC firms (Team8, SYN Ventures, 
TenEleven Ventures), ISTARI maintains 
a line of sight to the technologies and 
solutions best positioned to aid our clients. 
 
Educator
In collaboration with Cambridge Judge 
Business School, ISTARI delivers immersive 
programs around the world that combine 
theory with real-world practice.

The market is broken. 
Digitalization is forcing organizations to 
navigate an increasingly fragmented vendor 
market to address their expanding attack 
surface. As a result, we know you have more 
technology to manage than ever before. 
Exacerbating this is the efficacy gap and lack 
of available talent in the industry.

Key challenges ISTARI addresses

1. Increase the effectiveness of cybersecurity 
investments to protect critical 
information assets.  

2. Manage third-party risk across supplier 
ecosystem. 

3. Uplift cyber defense capabilities to 
manage dynamic threat landscape. 

4. Operationalize cybersecurity strategy 
to establish robust architecture and 
operational resilience. 

5. Deliver transformation to drive 
modernization, reduce cyber spend and 
mitigate risks.



The ISTARI Collective

Elite cyber technology and services 
company, providing cyber testing, defense 
consulting and incident response. 

Applying Security Data Science to help 
companies understand, deploy and support 
large cyber data sets by leveraging AI/ML.

Asset intelligence cybersecurity platform 
that protects the extended attack surface 
of any organization with a comprehensive, 
modular approach.

Enterprise-class Cloud Infrastructure 
Entitlement Management (CIEM) and 
Cloud Permissions Firewall.

Asia’s largest cybersecurity professional 
services company, providing System 
Integration and Managed Security Services

SaaS-based cybersecurity services 
company specializing in Supply Chain 
Defense, Managed Detection and 
Response, and Digital Risk Protection.

Leading industrial cybersecurity platform 
to drive visibility, continuity and resiliency 
for XIoT, medical devices and BMS.

Decision-making cyber risk platform for 
cyber risk quantification, risk decision 
making and cyber risk prioritization. 

“ISTARI’s flexibility to change 
makes it stand out - we frequently 
fine-tuned the approach. The 
team is very agile, and my 
organization needed that. It is 
quite refreshing.” 
 
– Global Technology Lead,  
Fortune 500 Company

“I didn’t want more tools. I 
wanted a trusted advisor to tell 
me where we were exposed and 
to tell me what we needed to 
do. ISTARI came in and looked 
at everything. They carried out a 
mock adversarial attack on us, and 
we received an overall score. This 
provided tangible evidence that 
we needed to change.”  
 
– Chief Technology Officer,  
Global Financial Firm

Learn more— www.istari-global.com


