
Wiz partnered with RegScale to 
unite its new best-in-class cloud 

security posture management 
system with RegScale’s best-

in-class, modern GRC platform 
to share prioritized security 

findings against security 
controls, enabling effective 

management and prioritization 
of issues and risk faster and 

more affordably than ever before

RegScale + Wiz = Continuous Controls Monitoring
Tying best-in-class cloud security monitoring from Wiz with RegScale’s modern 
GRC (Governance, Risk, and Compliance) platform for automated and self-updating 
compliance and risk programs . Integration reduces risk, drives efficiency, and 
improves ROI.

Frees organizations from manual, paper-based processes via its 
continuous controls monitoring software. Our API-centric software 
integrates with your existing security and compliance platforms to 
dynamically manage the security control state, shifting compliance 
left to deliver audit-ready documentation on demand in RegScale’s 
modern Governance, Risk, and Compliance platform.

Wiz transforms cloud security for customers – including 35% of 
the Fortune 100 – by enabling a new operating model. With Wiz, 
organizations can democratize security across the development 
lifecycle, empowering them to build fast and securely. Its Cloud 
Native Application Protection Platform (CNAPP) drives visibility, 
risk prioritization, and business agility, and is #1 based on 
customer reviews.

Benefits to Joint Customers

RegScale automatically collects all the compliance and risk data 
from Wiz into a single controls data lake with a mesh architecture 
for deeper visibility, near real-time data intelligence, consistent 
roll-ups, and automated regulatory reporting and audits. 

By utilizing Wiz to maintain compliance packages automatically, 
RegScale keeps compliance documentation updated in real-
time and applies risk and vulnerability data to the Observe, Orient, 
Decide, Act (OODA) loop in real-time. 

Capture risks into a single risk register and manage risk against 
multiple compliance packages specific to a Wiz Project ID.  

Capture and utilize Wiz data to conduct incident response and 
investigation data, including workflows and timelines.  

RegScale’s Transformer puts your digital compliance information 
into “anytime, audit-ready” artifacts in various and specific 
formats that auditors or regulators want including NIST’s Open 
Security Controls Assessment Language (OSCAL). 
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Ready to shift your security controls left? 

RegScale + Wiz = Continuous Controls Monitoring

RegScale Primary Use Cases

All aspects owned by the traditional GRC team and the 
elements of automating compliance. RegScale gathers, 
processes, and stores evidence artifacts as well as supports 
automated continuous controls monitoring. 

Common use includes:

•	 Compliance program management for NIST, PCI, 
HIPAA, NERC-CIP, GDPR, and 50+ other frameworks

•	 Automated and manual audits and assessments

•	 Issues management and corrective actions

•	 Enterprise risk management, IT risk management,  
and 3rd party risk management

•	 Asset Management

•	 Incident Response

“A best-in-class cloud operating model reduces risk, improves ROI, and 
drives efficiency. That value proposition is what lies at the heart of WIN, 
and what partners like RegScale are helping to make a reality.  
This collaborative philosophy brings real customer benefits, and we are so 
thankful to have RegScale on board for this launch.”

Oron Noah
Director of  
Product Management

“We’ve effectively bridged the divide between security and compliance via 
our integrated solution, outputting audit-ready documentation on demand.  
Wiz + RegScale allows the federal government and commercial 
organizations to improve their cloud security, governance, risk, and 
compliance posture, all at a lower cost than traditional approaches.  
We look forward to delivering rapid, tangible value to our joint customers.”

Anil Karmel
Co-Founder and CEO

Joint Customer Use Case Example

•	 A leading organization in the defense and security sector 
utilizes Wiz to identify both Cloud Assets and any associated 
issues and sends all the data to RegScale via our Command-
Line Interface (CLI).  

•	 Issues are documented against a security plan and forwarded 
to any number of workflow managers to generate ITIL Incident 
tickets for Service Owners to handle.  

•	 Upon completion of the work, updated ticket information is 
sent to RegScale via API, including associated paperwork, 
and when the ticket is closed, the related issue is closed in 
RegScale. 

•	 Assets are logged in RegScale, and any new asset that requires 
associated security checks such as STIG’s or CIS benchmark 
requirements will trigger actions to conduct and document the 
required checks in RegScale.

Streamline asset management and ensure prompt corrective 
actions, fortifying your security posture and risk mitigation.


